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[bookmark: _GoBack]Abstract: This contribution introduces a solution to network information exposure to local application with low latency by deploying local NEF and local AF.
1. Discussion
This solution is for key issue3: Network Information Provisioning to Local Applications with low latency. 
There are some pre-assumptions for this solution:1)local AF and local UPF have been deployed.2) the application in local AF would like to get real-time network information e.g. network congestion condition or real-time user path latency.
This solution proposes to deploy local NEF near the local UPF,the real-time information in UPF can be directly reported to local NEF, and local NEF can transfer the information to local AF. 
There are two main parts for this contribution:
-  Architecture enhancement : Local NEF deployed at the edge of the network for collecting edge information and reporting the information to Local AF. The local NEF retrieve the real-time information from UPF.
-  A control-plane interface definition : local UPF can report the real-time information to local NEF through a new interface Nx, which is either a SBA interface with supporting event exposure services, or a N4-like interface which support the information reporting from UPF to local NEF.

2. Text Proposal
It is proposed to capture the following changes in TR 23.748-030.

* * * * First change * * * *
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Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#x: Local NEF Deployment for network information exposure to Local AF with Low Latency
	
	
	X
	



[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc519004414]* * * * Second change * * * *(all new texts)
6.X	KI#3, New Solution #X: Local NEF Deployment for network information exposure to Local AF with Low Latency
[bookmark: _Toc500949099][bookmark: _Toc22214909]6.X.1	Description
[bookmark: _Toc500949101]This solution is for key issue#3,which addressess Network Information Provisioning to Local Applications with low latency including aspects related to:
-	How to expose the network information to the application functions deployed in the edge with low latency?
-	Whether and how to maintain the exposure when the UE moves out of the coverage of NF(s) supporting the exposure?
This solution proposes to deploy Local NEF at the edge of the network and exposes real-time network information e.g. network congestion condition or real-time user path latency, to Local AF. Local AF refers to the applications which are deployed in edge hosting environments.
In R15, there is a mechanism to select the proper local UPF and implement traffic offloading to local DN by using ULCL/BP or LADN. In this solution, the local UPF is enhanced to support real-time network information exposure to local NEF, through a new control-plane interface,i.e.Nx. There are two alternative definitions for the Nx interface.
1) Nx interface is N4-like interface, which may support the simplified PFCP protocol for assoication establishment, and information exposure between Local UPF and Local NEF.
2) Nx interface is SBI interface, which may require the UPF supporting NF event exposure service (the same as other CP NF event exposure services)to report the real-time information to Local NEF.
The selection of local UPF for local NEF: The local AF provides real-time information exposure requirement to local NEF.The address of local NEF is configured in local AF.This requirement may include real-time network information indication, application description, UE IP address, DNAI(s). When the local NEF accept this requirement, it may find the corresponding SMF through BSF, PCF if any, based on UE IP address. The SMF may find the suitable local UPF based on the DNAIs. Then SMF transfer the the corresponding local UPF address or local UPF ID through PCF if any, BSF to local NEF, or directly to local NEF. The detailed is in Figure 6.X.2-1.
When local NEF gets the local UPF ID, the local NEF may request the NRF to get the local UPF address.And then the local NEF may establish PFCP association with the local UPF, or alternatively invoke the UPF event exposure service.
After the establishment of Nx, the local UPF may retrieve the real-time information based on local NEF requirement and expose the information through Nx. The local NEF or local UPF may trigger the release of Nx.
For SBI interface, the local NEF may subscribe the UPF event exposure service and get the real-time information in time. For example if the real-time information is real-time user path latency, the UPF may expose this information after the calculation of PDB.
The exposure maintainance when UE moves out of the local UPF coverage
When UE moves out of the local UPF coverage, there are following cases:
· For ULCL case, when the local UPF is reallocated but the remote PSA UPF and the SMF keep the same ,the UE IP address is not changed while the DNAI is changed. The old local UPF may trigger the relase of Nx association when the SMF trigger the N4 session release.And after the local UPF reallocation, the SMF notifies the local NEF with the new local UPF ID or address, and the local NEF can trigger another Nx establishment with the new local UPF.
· For Branching Point or LADN case.When the local UPF is reallocated but the SMF keeps the same, the UE IP address is changed. Therefore for the local AF, this is a new user and therefore the local AF may trigger a new real-time information exposure requirement to local NEF and the local NEF triggers another Nx establishment with the new local UPF. For the old local UPF, when the UE moves out of the coverage of old local UPF, the SMF may trigger the N4 release, and at the same time, the old local UPF should trigger the Nx release.
· When UE moves out of the local UPF coverage, and the SMF also changes.It is obvious that the UE IP address is changed and local AF may trigger a new real-time information exposure requirement to local NEF, and the previous association between old local UPF and local NEF is released.
[bookmark: _Toc22214910]6.X.2	Procedures
The selection of local UPF for local NEF is described in Figure 6.X.2-1.


Figure 6.X.2-1: The association establishment between local UPF and local NEF 
1.Local AF requests targeting an individual UE by a UE address through Local NEF. Local AF may also provide some real-time information requirement indication in the AF request.
2-3. When the Local NEF gets the AF request, the Local NEF analyses the AF request and determines that the association between local NEF and local UPF is needed to be established, in order to retrieve real-time information from corresponding local UPF.
Local NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE address) to find out the address of the relevant PCF. This is described in TS 23.502, clause 4.3.6.4.
4. local NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the Local AF request, which including that a suitable local UPF ID or address is needed.
5-6. PCF determins if exsiting PDU sessions are impacted by the AF request. For each of these PDU sessions, the PCF updates the SMF with corresponding PCC rules by invoking Npcf_SMPolicyControl_UpdateNotify service operation.
If the AF request includes a nofitication reporting request for UPF, the PCF includes in the PCC rules the information required for reporting the event, including the Notification Target Address pointing to the NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.
7.SMF reports the corresponding local UPF ID or address to local NEF through Nsmf_EventExposure_Notify. The corresponding local UPF refers to the PSA UPF of the PDU session corresponding to a LADN or local PSA UPF under UL CL or Branching Point scenario.
8. local NEF gets the UPF address by local configuration or sending Nnrf_NFDiscovery_Request to NRF based on local UPF ID, if the UPF is provisioned previously in NRF.
9. The local NEF trigger the Nx session establishment with local UPF. 
10. If the Nx interface is N4-like interface, the local NEF may send Session Modification Request to retrieve real-time information from local UPF. If the Nx interface is SBI interface, the local NEF invoke Nupf_Event Exposure_Subscribe service operation to subscribe real-time information in UPF.
Local NEF requests local UPF for network information exposure for per UE’s specific PDU session or even service flow, based on UE IP address and/or application flow information (IP tuple 5). Local NEF forwards indication to local UPF for exposing the network information, for example, QoS congestion status notification, QoS profile for service flow, UPF load information, or end to end delay of specific service flow, etc.
Local NEF may also send other information including the life time of the connection between local NEF and local UPF
11. UPF finds the corresponding QoS flow by querying the UE IP address and application flow information, and reponse local NEF the corresponding information according to the network information exposure indication. 
12. Local UPF replies to the local NEF with the subscribed real-time network information by Nupf_Event Exposure_Notify/Session modification Response. 
13.Local NEF reports the real-time network information to local AF through Nef_EventExposure_Notify.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]6.X.3	Impacts on Existing Nodes and Functionality
Editor's Note: This clause captures impacts on existing 3GPP nodes and functional elements.
Local UPF:
- 	Establish control plane connection with local NEF, and expose specified real-time network information to local NEF
-  the local UPF is expected to support SBI interface and the UPF_EventExposure Service, which can facilitate the information exposure from local UPF to local NEF.
Local NEF:
-	Establish control plane connection with local UPF, through N4-like interface or SBI interface.
SMF:
-	Support to report corresponding local PSA UPF ID or address to local NEF.
* * * * End of changes * * * *
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